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Policy Governing Wire Tapping (B. Mason)

Edmonton Police Service Wire Tapping (M. Phair)

Policy Governing Wire Tapping (B. Mason)


Recommendation:

That the following report be received for information.



Report Summary

· This is an information report in response to inquiries regarding the Edmonton Police Service policy on “wire tapping”.

Previous Council/Committee Action

At the June 23, 1998 meeting of City Council, Councillor Mason made the following inquiry:

“I would like to know what policy the Edmonton Police Commission or the Edmonton Police Service has in place governing the use of wire tapping or other “interception of communication”.  Under what circumstances do the Police apply for authorization to intercept communication by individuals?

I would like to know from the Corporate Services Department (Law) what the legal process is which the Police must follow in order to obtain the right to intercept private communication by citizens?  What rights do citizens have in these cases?  What is the criteria used by the Courts in deciding whether or not to grant such an application by the Police?”

At the same meeting Councillor Phair made the following inquiry:

“I would like the following information of the Edmonton Police Service through the Edmonton Police Commission:

1. What policies are in place regarding the use of wire tapping?

2. What rationale for wire tapping was used in the recent case involving a “leaked” police report and would such procedures have been used if it was not a police document?”

Report

· The interception of private communications by what is commonly referred to as “wire tapping” is strictly governed by the Criminal Code.  Attached hereto is a report which has been prepared for the Edmonton Police Commission in which an overview of the Criminal Code procedures governing the interception of private communications is provided.

· Although legal and operational constraints preclude the Edmonton Police Service from responding to questions of this nature, the attached report outlines the general procedures with respect to the application for a wire tap authorization.

Background Information Attached

1. Edmonton Police Commission Report dated 1998 July 06.

Staff Hours to Prepare Report:
2

Staff Cost:




$50

Peripheral Cost:


Nil

Total Cost of Inquiry Preparation:
$100

REPORT TO THE EDMONTON POLICE COMMISSION

The following report is submitted for: Councillor Robert NOCE






_____

Approval






_____

Ratification






_XXX_
Information

RE:
Edmonton Police Service Policy on Lawful Interception of Communications


The following is submitted to satisfy a request made by Councillor NOCE at the June 17th Police Commission meeting. 

Councillor NOCE first asked for a brief history as to how the issue of wiretaps and the interception of private communications came about.

Provisions of the Criminal Code dealing with the lawful interception of private communications were proclaimed into force on June 30, 1974. Those sections address the criteria which must be met in order for an application under that part to be made. More specifically, section 185 describes the procedure for the application for an authorization to intercept private communications. Section 186 specifies the conditions which must exist before a judge of competent jurisdiction may grant such an application, which include the following:

· that it is in the best interests of the administration of justice, and;

· that other investigative procedures have been tried and have failed, other investigative procedures are unlikely to proceed or the urgency of the matter is such that it would be impractical to carry out the investigation of the offence using only other investigative procedures. 

The Edmonton Police Service has regularly used those provisions contained in what is now known as Part VI of the Criminal Code since that time.

The councillor's second inquiry was in relation to EPS policy with respect to using this type of investigative tool.

Edmonton Police Service policy and procedure defines the functions of the Technical Support Section. Those functions and responsibilities include:

· to assist investigators in preparing and typesetting affidavits in support of applications to intercept private communications;

· to receive, evaluate, transcribe and process all applications from members for a judicial authorization to intercept private communications; 

· to act as liaison between the EPS, the Federal Justice Department and the Department of Justice's Office relating to the compiling and processing of affidavits to intercept private communications;

· conduct authorized interception of private communications from telephones to target subjects.

Typically, the process would begin with an investigator approaching me with details of an investigation and an inquiry as to whether or not an application under Part VI is appropriate.  Upon careful examination of the case facts, and perhaps consultation with the Crown (Provincial or Federal), a determination will be made as to the suitability of the application. If that decision is to proceed, the investigator will be asked to provide all reports and other data available. An in depth interview will also take place so that full and frank disclosure of the facts and the investigation can be included in the affidavit in support of an authorization to intercept private communications. 

Once the affidavit meets the satisfaction of the investigator and the member i/c Technical Support Section, an appointment will be made with the appropriate Crown. The Crown will review the documents and make recommendations as to what requires modification or further investigation. Once all parties are satisfied that the necessary ingredients exist, the Crown will take the application, affidavit and authorization to a Justice of the Court of Queen's Bench for consideration.

Should the application be granted, the authorization is returned to Technical Support Section where the member in charge is responsible for its lawful implementation and maintenance. 

The above mentioned procedure does not apply in rare cases of emergency authorizations to intercept private communications. The conditions which must exist for such an order are described in section 188 of the Criminal Code. 

Authorizations normally last 60 days unless extended by virtue of further judicial authority. In any event, it is the responsibility of the Crown to notify all named subjects contained within the authorization (whether they were intercepted, or named as persons who were likely to be intercepted) that they were subject of an authorization. This notification must occur within 90 days of the termination of the authorization. 

All of the documentation in relation to an authorization to intercept private communications is sealed by the clerk of the court and details of same, as well as the mere existence of such an authorization cannot be disclosed unless under circumstances described in section 193 of the Criminal Code. 

I trust these answers will satisfy the questions asked by Councillor NOCE. I remain available for any further inquiries or clarification.

WRITTEN BY:
 Sergeant Al SAUVE, i/c Technical Support Section.


APPROVED BY: Deputy Chief Bob WASYLYSHEN, Investigative Services Bureau.


DATE: 1998 July 06
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